Information and data are exchanged by people, processes and systems. Daily processes are virtually impossible to carry out without the processing of data and information. Information security ensures that people deal with there liable information and data regarding confidentiality integrity and availability, and is an important prerequisite in the pursuit of a better. And above all more reliable service offering failure of computer systems database is falling into the wrong hands or the abuse of confidential information can have serious consequences for organisations businesses and citizens. These include loss of image compensation claims and even political consequences an information security management system is how you ensure information security within an organization think of information risks business tools norms. The process of information security but also the business and IT processes how do you ensure that this enormous playing field is visible and under control how can you ensure that information security becomes a natural component of your organization's continuous improvement initiatives you.